
Flashing the Mikrotik RBSXTR Router

A number of steps must be taken in order to flash the RBSXTR router 
from factory firmware to ROOter. These are normal for Mikrotik 
routers and you will not risk a brick of the router.

First, unzip the firmware package into a folder. You should have these 
files :

• tftp32.* ( 3 files )
• RBSXTR-initramfs-kernel.bin
• TRS-CPE-GOXXXX-XX-XX-update.bin
• this document

The steps that will be taken are :

• flash to a temporary firmware that only resides in RAM. Powering
off the router at this point will revert the router to the factory 
firmware.

• Flash to a permanent ROOter firmware. After this the router will 
run ROOter firmware after powering off.

To flash the router a few things need to be done first.

This can not be done using Wifi and requires you connect a computer 
to the router using an Ethernet cable. The computer should not be 
connected to any other Network, just to the router.

Prepare the Computer

Two things must be done to the computer before it can be used to 
flash the router. These involve the IP Address and the Firewall.

The computer must have a static IP Address set before trying to flash 
the router. This can be done by the following steps.

Press the Windows key + I combination. In the ensuing dialog box 
select the Network and Internet tile.



In the following Status dialog click on the Properties button.



In the next dialog scroll down to the IP Settings section and click on 
the Edit button.



The Edit IP settings dialog will appear. Do the following here.

• Set the mode to Manual.
• Make sure IPv4 is On.
• Set the IP Address to 192.168.1.231. This address must be 

used in order for the flashing to work.
• Set the Subnet Prefix length to 24.

Click on the Save button. Your computer now has a static IP Address 
of 192.168.1.231.

It is also necessary to disable the Windows Defender Firewall because 
it blocks sending the firmware to the router.



Click on the Start button and enter defender into the search box. 
Select the Windows Defender Firewall Settings tile.

In the Firewall dialog select Turn Windows Defender Firewall on or off.



Select Turn Off Windows Defender Firewall for both Private and Public 
Networks. Click on the OK button.

The Firewall is now disabled and we are ready to flash the router.

Prepare the Router

Because we must power on the router while holding down a button it 
is easiest to use a power bar to allow easy power control.



Plug in the POE power supply to the power bar and make sure it is 
turned off.

An internal look at the router circuit board highlights the important 
areas.

Connect an Ethernet cable from the POE injector to the POE IN 
Ethernet port. This is the only Ethernet port which will work.

Plug the other end of the POE injector into the Ethernet port on your 
computer.

Then plug in the power supply to the POE injector.



The router is now connected to the computer’s Ethernet port and can 
be powered on and off by using the switch on the power bar.



Flashing the Router

We are now ready to flash the router with a temporary firmware that 
will only reside in the router’s RAM. It will not affect the factory 
firmware at this point.

Go to the folder where you unzipped the firmware package and run 
tftp32.exe by double clicking on it.

Now hold down the router’s Reset Button with something like a flat 
screwdriver. You will feel and hear it click when it is properly 
depressed. Don’t release the button.

Then use the switch on the power bar to turn on the router. The Leds 
on the router will now light up.



The important Led is Modem Status. It will go solid for 5 seconds, 
blink for 5 seconds and then go solid again for 5 seconds. When it 
goes out again release the Reset Button.

On the TFTP32 dialog box you will see an indication that a file is being
transferred. If you don’t, power off the router and try again. It is 
important that the Reset Button be held down through all of this 
procedure.

Once the file has finished uploading the red Reboot Status Led will 
begin blinking. This will last for a minute or so and when it stops the 
LAN Led will light up and blink.

At this point the router has been flashed to the temporary firmware. 
Do not power off the router as the new firmware will be lost and the 
router will revert back to factory firmware.

Now use your browser to go to http://192.168.1.1/index.html and 
you will see the ROOter GUI. There is no password set so you can just
log in.

Go to System Backup / Flash Firmware→  and scroll down to the 
bottom to the Flash New Firmware Image section. Click on the Flash 
Image button.

In the next dialog use the Browse button to select the TRS-CPE-
GOXXXX-XX-XX-update.bin file from the folder. Then use the 
Upload button to upload and check file to make sure it is a valid 
firmware file.

http://192.168.1.1/index.html


It is important to make sure the Keep Setting box is not checked. 
Then click the Continue button to flash the firmware.

This process is quite slow and will take about 13 minutes to 
complete. The Leds will flash and change several times. The Reboot 
Status Led will flash for some time before stopping and the LAN Led 
will light. Wait for a bit and the Reboot Status Led will start flashing 
again. When the WAN Led comes on again the flash is complete.

At this point you should reset the computer’s IP Address to Automatic 
and to turn Windows Defender Firewall back on again.

The router is now flashed to ROOter. Use your browser to go to 
http://192.168.1.1/index.html and you will see the ROOter GUI.

The SIM must go in the SIM B holder to the left of the Ethernet port. 
It will not work in the other SIM holder.

When the modem is connecting the Modem Status Led will flash, 
slowly at first then faster, as the connection process proceeds. When 
it goes solid the modem is connected.

http://192.168.1.1/index.html

